Polityka prywatnosci Tools for Humanity

W niniejszej Polityce prywatnosci wyjasniono, w jaki sposéb Tools for Humanity Corporation (,My”, ,TFH") przetwarza dane
uzytkownika podczas korzystania z aplikacji World App, naszych witryn internetowych i ustug (facznie, nasze ,Ustugi”). Staralismy sie,
aby tre$¢ niniejszej polityki byta tatwa do zrozumienia i pragniemy podkresli¢, ze nigdy nie sprzedajemy danych osobowych
uzytkownikow.

W przypadku korzystania z aplikacji World App lub Orba zbudowanego przez TFH w celu weryfikacji identyfikatora World ID,
zastosowanie wobec uzytkownika ma pierwsza czes$¢ niniejszej Polityki prywatnosci. Inne firmy mogg tworzy¢ aplikacje
(,Kompatybilne aplikacje”) i/lub Orby, aby umozliwi¢ uzytkownikom tworzenie, przechowywanie, weryfikowanie lub uzywanie
identyfikatoréow World ID.

Weryfikacja World ID i Orb

Czym jest World ID?

Internet to nie to samo, co kiedys. Media spotecznosciowe sg zalane botami.Technologia deepfake napedza fake newsy. Przez
miliony botéw odwiedzajgcych strone, nawet Wikipedia ma trudnosci z optaceniem serweréw. Za kazdym razem, gdy
przegrywamy w grze online przeciwko botom lub przesuwamy w prawo profile, ktére pdzniej okazujg sie nieprawdziwe, widzimy
jak Internet zmienia sie za sprawg sztucznej inteligencji — element ludzki, ktérym charakteryzowaty sie interakcje online, powoli
zanika. W celu rozwigzania tego problemu platformy online wymagajg od swoich uzytkownikéw potwierdzenia tozsamosci.
Niektore rzgdy zastanawiajg sie nad wprowadzeniem wymogu, by uzytkownicy Internetu postugiwali sie swoim prawdziwym
imieniem i nazwiskiem. Uwazamy, ze istnieje lepszy sposéb, by uratowaé Internet. Sposadb, ktéry nie wymaga, by uzytkownik
potwierdzat swojg tozsamos¢. To whasnie dlatego pragniemy przyczynié¢ sie do tworzenia anonimowej infrastruktury tozsamosci
online, ktérej whascicielami sg wszyscy — World ID.

Jak to dziata?

Identyfikator World ID mozna utworzy¢ i zapisa¢ za pomocg Kompatybilnej aplikacji. Po utworzeniu i zapisaniu identyfikatora
World ID mozna go zweryfikowag.

Tworzenie identyfikatora World ID
Proces zaczyna sie od zainstalowania Kompatybilnej aplikacji na telefonie. Kompatybilna aplikacja automatycznie utworzy

losowy numer, ktory zostanie przypisany jako szyfr identyfikatora World ID. Zostanie on zapisany na telefonie uzytkownika i nigdy
nie jest nikomu ujawniany.

Weryfikacja identyfikatora World ID

Aby zweryfikowa¢ swdj identyfikator World ID, uzytkownik moze uméwi¢ sie na spotkanie z Orbem. Na spotkaniu Orb:
sfotografuje twarz i oczy; przeanalizuje zdjecia, aby potwierdzi¢, ze uzytkownik jest unikalnym cztowiekiem; wygeneruje kod
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teczdéwki; zanonimizuje kod teczéwki; zaszyfruje zdjecia, kod teczéwki i zanonimizowane dane, a nastepnie przesle je na telefon
uzytkownika; i trwale usunie wszystkie te dane z pamieci Orba. Dowiedz sie wiecej o Orbie.

Ludzka tozsamosé

W pierwszej kolejnosci sieci neuronowe w Orbie oceniajg zdjecia w celu ustalenia, czy osoba na zdjeciach jest zywym
cztowiekiem tak, aby zablokowaé obrazy i zdjecia stworzone za pomocg technologii deepfake wyswietlane na ekranie w celu
oszukania Orba.

Niepowtarzalnosé

W drugiej kolejnosci sprawdzamy, czy uzytkownik nie zweryfikowat juz wczesniej World ID - to gwarantuje ze uzytkownik jest
niepowtarzalny. W tym celu Orb generuje abstrakcje zdje¢ oka i tworzy kod teczowki. Kod teczéwki to seria 12 800 zer i jedynek
symbolizujgcych abstrakcje stworzong na bazie szczegétéw oka. Kod teczéwki jest nastepnie poddawany anonimizacji w drodze
homomorficznego szyfrowania za pomocg Shamir Secret Sharing z wykorzystaniem obliczen wielostronnych — proces ten
okreslamy mianem anonimowego obliczania wielostronnego (Anonymous Multi Party Computation, ,AMPC").Dowiedz sie wiecej
o obliczaniu AMPC. Po anonimizacji niepowtarzalnos¢ jest weryfikowana w drodze kryptograficznego poréwnywania fragmentéw
obliczenn AMPC z duzymi bazami danych innych fragmentéw obliczeh AMPC, ktérych nie da sie powigzaé z osobg fizyczng, aby
sprawdzi¢, czy nowe fragmenty obliczen AMPC sg rzeczywiscie niepowtarzalne.

Przechowywanie

Zdjecia, kod teczéwki i fragmenty obliczen AMPC sg kryptograficznie podpisane i zaszyfrowane tak, aby mozna je byto
bezpiecznie przechowywac w telefonie i przesyta¢. Dane sg nastepnie trwale usuwane z pamieci Orba. Oznacza to, ze tylko
uzytkownik dysponuje egzemplarzem swoich danych osobowych. Dowiedz sie wiecej o osobistym przechowywaniu. W celach
zwigzanych z uwierzytelnianiem za pomocg twarzy mozna uzy¢ zdje¢ w telefonie. Funkcja uwierzytelniania za pomocg twarzy
dopasowuije selfie twarzy uzytkownika do kryptograficznie podpisanych zdje¢ zrobionych przez Orb, aby upewnic sie, ze
uzytkownik jest prawowitym witascicielem poszczegdlnego identyfikatora World ID. Uwierzytelnianie za pomocg twarzy mozna tez
przeprowadzi¢ w petni na telefonie. Dowiedz sie wiecej o uwierzytelnianiu za pomocga twarzy.

W jaki sposdb dane sg anonimizowane?

Proces szyfrowania fragmentéw obliczert AMPC jest oparty na losowosci — nawet jesli uzytkownik sprébuje dokonaé weryfikacji
dwukrotnie, za kazdym razem fragmenty bedg inne. Specjalna metoda, za sprawg ktérej powstajg fragmenty AMPC, pozwala na
wykorzystanie fragmentéw do ustalenia niepowtarzalnosci, jednak nie pozwala na nic wiecej. Fakt, iz fragmenty AMPC
przechowywane sg przez uniwersytety i inne strony, ktére cieszg sie zaufaniem publicznym, gwarantuje, ze fragmenty AMPC nie
bedg ponownie tgczone ani wykorzystywane do zadnych innych celéw poza sprawdzaniem niepowtarzalnosci. Dzieki temu zadne
dane osobowe nie sg przechowywane ani dostepne dla zadnego autora lub uczestnika protokotu World Protocol ani zadnego

podmiotu zewnetrznego.

Korzystanie z identyfikatora World ID

Jesli weryfikacja uzytkownika za pomocg Orba zakoriczy sie powodzeniem, skrét szyfru identyfikatora World ID uzytkownika
(losowa liczba) zostanie dodany do publicznej listy zweryfikowanych skrétéw identyfikatoréw World ID bez poznawania
tozsamosci uzytkownika i bez dostepu do danych zgromadzonych przez Orba. Gdy uzytkownik uzywa swojego identyfikatora
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World ID, za pomocg telefonu udowadnia, ze posiada szyfr identyfikatora World ID pasujacy do jednego ze skrétéw zapisanych w
Drzewie skrétow, bez potrzeby ujawniania szyfru. Wykorzystanie w ramach tego procesu metody dowodu z wiedzg zerowg
gwarantuje, ze uzytkownik nie musi ujawniaé skrotow, ktére wykorzystuje. Dzieki metodzie dowodu z wiedzg zerowg mozna
stworzy¢ nullifier skrétu dla okreslonego dziatania, ktére mozna najlepiej opisac jako konkretny, jednorazowy identyfikator World
ID. Umozliwia to korzystanie z ustugi World ID w sposéb anonimowy. Oznacza to, ze jesli uzytkownik zaloguje sie do dwéch
réznych ustug za pomocg identyfikatora World ID, a ustugi te sprébujg uzytkownika zidentyfikowaé, udostepniajgc nullifier skrétu,
ustugi te nie bedag w stanie zidentyfikowa¢ uzytkownika. Nie rozwigzuje to kwestii identyfikacji ani nie powstrzymuje identyfikacji
przez te ustugi uzytkownika za pomocg innych srodkéw uzywanych w przesztosci przez platformy internetowe, ale z czasem
moze pomaoc rozwigzac problem sledzenia uzytkownikéw online. Dowiedz sie wiecej o metodzie dowodu z wiedzg zerowa.

Dane osobowe, ktore zbieramy i wykorzystujemy

Zbieramy dane osobowe uzytkownika w przypadkach, w ktérych uzytkownik takie dane nam przekazuje badz gdy korzysta z naszych
Ustug. W ograniczonych przypadkach otrzymujemy réwniez dane osobowe od podmiotéw zewnetrznych. Jak wyjasniono ponizej,
uzytkownik moze uzyskaé¢ dostep do swoich danych osobowych oraz poprawi¢ lub usung¢ je w dowolnym momencie.

Dane osobowe, ktore uzytkownik nam przekazuje

Dane wymienione w niniejszej czesci sg opcjonalne. Uzytkownik moze zmodyfikowa¢ lub usungé je w dowolnym momencie w
ustawieniach aplikacji World App.

¢ Do swojego konta World App uzytkownik moze dodaé¢ swoj numer telefonu. Pomaga to kontaktom uzytkownika znalez¢ go i
nawigzac¢ z nim kontakt. Numeru telefonu mozna tez uzy¢, aby przywrécié kopie zapasowe lub skorzystaé z naszego systemu

polecen (patrz nasze rekomendacje partnerskie).

e Mozna tez zsynchronizowac¢ swoje kontakty z aplikacjg World App. Umozliwia to sprawdzenie, ktére z kontaktéw z ksigzki
adresowej uzytkownika dodaty swoj numer telefonu do aplikacji World App, co pozwala uzytkownikowi tatwiej sie z nimi tgczy¢ i

wchodzi¢ z nimi w interakcje. Kontakty uzytkownika nie sg przez nas zapisywane.

e Uzytkownik moze stworzy¢ nazwe uzytkownika, ktérg mozna zmieni¢ w dowolnym momencie. Nazwa uzytkownika jest
powigzana wytgcznie z jego portfelem, a nie identyfikatorem World ID.

e Gdy prosimy uzytkownika o wprowadzenie swojej daty urodzenia, nie przechowujemy jej.

e Uzytkownik moze nam udostepni¢ swojg lokalizacje geograficzng w celu znalezienia w poblizu Orba i pomocy nam w

zrozumieniu, gdzie w przysztosci powinnismy umiescié¢ nowe Orby.

e Uzytkownik zostanie poproszony o wprowadzenie daty urodzenia. Data urodzenia uzytkownika nie jest przechowywana i jest
uzywana na urzgdzeniu uzytkownika wytgcznie w celu ustalenia, czy spetnia on minimalne wymagania wiekowe do korzystania
z Ustug.

e W przypadku gdy uzytkownik sie z nami skontaktuje, na przyktad w celu uzyskania pomocy lub wsparcia, bedziemy przetwarzaé
wiadomosci i korespondencje z uzytkownikiem, ktére mogg zawiera¢ dane osobowe uzytkownika. W przypadku gdy uzytkownik
przekaze nam swojg opinie, odpowiadajgc na ankiete, uzyskane w ten sposéb informacje zwrotne bedg wykorzystane w celu

poprawy naszych ustug.

o W przypadku gdy uzytkownik korzysta z funkcji Czat World, nie widzimy jego wiadomosci ani nie mamy do nich dostepu.

Wiadomosci i powigzane metadane sg szyfrowane metodg end-to-end i nie mozemy ich odszyfrowa¢ ani w inny sposéb
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uzyskac¢ do nich dostepu. Zaszyfrowane wiadomosci sg przekierowywane przez nasz serwer bezposrednio od nadawcy
wiadomosci do jej odbiorcy.

Opcjonalnie uzytkownik moze tez zezwoli¢ nam na zbieranie i analizowanie bardziej szczegétowych informacji na temat jego
interakcji z aplikacjg World App, aby poméc nam znaleZ¢ btedy i usprawniaé nasze produkty.

Uzytkownik moze podac¢ swoje dane w celu usprawnienia World ID dla wszystkich. Aby zapewni¢ bezpieczenstwo,
niezawodnos¢ i integracyjnos¢ programu identyfikatoréw World ID, modele, ktére go napedzaja, wymagajag danych
szkoleniowych pochodzgcych od zréznicowanej populacji. Aby pomoc w szkoleniu tych modeli, uzytkownik moze opcjonalnie
udostepni¢ swoje zdjecia z Orba i zdjecia, z ktérych uzytkownik korzysta w celach zwigzanych z uwierzytelnianiem za pomocg
twarzy.

Do aplikacji World App mozna doda¢ Dane uwierzytelniajgce, takie jak paszport. Sprawdzimy podane przez uzytkownika dane
uwierzytelniajgce, potwierdzimy, ze jego twarz pasuje do zdjecia zawartego w przestanych danych uwierzytelniajgcych, a
nastepnie zapiszemy dane uwierzytelniajgce na urzadzeniu uzytkownika. Nigdy nie mamy dostepu do danych osobowych
zawartych w danych uwierzytelniajgcych uzytkownika.

Informacje, ktére zbieramy, gdy uzytkownik korzysta z naszych Ustug

Gdy uzytkownik korzysta z aplikacji World App, zbieramy informacje o jego potgczeniu, takie jak adres IP, rodzaj przeglgdarki i
inne powigzane dane, aby swiadczy¢ nasze Ustugi i dostosowywac je do kraju, w ktérym uzytkownik sie znajduje. Zbieramy
takze dodatkowe metadane urzadzenia, takie jak rozdzielczos¢ ekranu, system operacyjny, operator, jezyk, pamie¢,
zainstalowane aplikacje, poziom natadowania baterii i numer urzgdzenia, aby zapewni¢ prawidtowe dziatanie aplikacji na

urzgdzeniu i zgodnos$¢é z naszym Regulaminem. Dane te wykorzystujemy réwniez do wykrywania oszustw i zapobiegania im.

Zbieramy takze dodatkowe informacje na temat interakcji uzytkownika z aplikacjg World App, aby zagwarantowac, ze dziata
ona zgodnie z oczekiwaniami uzytkownika (np. przechowujemy ustawienia i poziom weryfikacji w celu wyswietlenia
odpowiedniego interfejsu).

Gdy uzytkownik po raz pierwszy otworzy aplikacje World App na swoim telefonie, losowo wygeneruje ona portfel
kryptograficzny zawierajgcy adres portfela uzytkownika. Adres tego portfela jest przez nas przetwarzany, aby umozliwi¢
transakcje zwigzane z portfelem. Klucz prywatny do portfela jest przechowywany tylko na urzadzeniu uzytkownika i nigdy nie

bedziemy mie¢ do niego dostepu.

W celu spetnienia zobowigzan prawnych i zapewnienia interfejsu dla transakcji w technologii blockchain, zbieramy aktualne
kopie stanu publicznych sieci blockchain, ktére mogg zawiera¢ poprzednie, publiczne transakcje.

Nasze strony internetowe wykorzystujg pliki cookie. Pliki cookie to mate pliki tekstowe przechowywane na urzgdzeniu
uzytkownika, wykorzystywane przez ustugi online do identyfikacji urzadzenia i/lub preferencji uzytkownika. Uzywamy
funkcjonalnych plikéw cookie, aby zagwarantowaé uzytkownikowi prawidtowe funkcjonowanie strony internetowej, oraz
opcjonalnych plikdw cookie, aby analizowac i usprawnia¢ sposéb korzystania z naszych stron internetowych. Petng liste plikéw
cookie oraz wyboréw uzytkownika w kwestii odrzucenia plikéw cookie innych niz niezbedne mozna znalez¢ w naszej Polityce

dotyczacej plikéw cookie.

Informacje, ktére mozemy otrzymywacé od podmiotow

zewnetrznych

W przypadku gdy uzytkownik bedzie potrzebowat skorzysta¢ z naszego portalu wsparcia w celu weryfikacji wieku, zwrécimy sie

z prosbg o potwierdzenie od podmiotu zewnetrznego, ktdry niezaleznie zweryfikowat wiek uzytkownika, ze uzytkownik co
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najmniej osiggnat petnoletniosé w swoim kraju. Od wspomnianego podmiotu zewnetrznego nie otrzymujemy zadnych
informacji.

e Aby zapobiegaé oszustwom i nielegalnym dziataniom w naszych Ustugach, otrzymujemy od zewnetrznych dostawcow
informacje o urzadzeniach i portfelach blockchain powigzanych z potencjalnymi oszustwami i nielegalng dziatalnoscia.

Udostepnianie danych osobowych

W ramach TFH mogga to robi¢ wytgcznie ci cztonkowie zespotu, ktdrzy muszg uzyskac dostep do danych osobowych lub zobaczy¢ je, w
zwigzku z wykonywaniem swoich zadan, a my stosujemy Sciste srodki kontroli dostepu, aby zapewnié¢ przestrzeganie tej zasady.
Udostepniamy réwniez dane zaufanym dostawcom i ustugodawcom, z ktérych Ustug korzystamy. Obejmuje to dostawcéw ustug w

chmurze, dostawcéw oprogramowania i firmy zajmujgce sie bezpieczenstwem IT. Zapraszamy do zapoznania sie z petng listg naszych
podmiotow przetwarzajgcych.

Mozemy udostepnia¢ dane uzytkownika w celu spetnienia wymogéw prawnych lub w odpowiedzi na zgodne z prawem zgdania
organéw scigania. W przypadku gdy dziatania uzytkownika narusza¢ bedg postanowienia naszego Regulaminu lub stanowi¢ bedg
zagrozenie dla naszych praw lub praw innych oséb, mozemy przekaza¢ dane dotyczgce uzytkownika odpowiednim organom. Mozemy
udostepnia¢ dane osobowe uzytkownika za jego zgodg lub na jego polecenie.

Jak dtugo przechowujemy dane osobowe?

Zasadniczo przechowujemy dane osobowe uzytkownika w sposéb opisany ponizej:

¢ dane osobowe, ktére sg nam przekazywane przez uzytkownika, przechowujemy tak dtugo, jak dtugo uzytkownik korzysta z
naszych Ustug lub dopdki uzytkownik nie zdecyduje sie na ich modyfikacje lub usuniecie;

¢ informacje, ktére zbieramy, gdy uzytkownik korzysta z naszych Ustug, przechowujemy nie dtuzej niz dwa lata. Wczesniejsze
interakcje uzytkownika z aplikacjg World App (ktére sg wymagane do utrzymania dziatania aplikacji) przechowujemy przez
okres korzystania z Ustug lub do momentu usuniecia konta;

¢ dane portfela sg opublikowane na state w publicznej sieci blockchain, ktérej zaktualizowang kopie czesto pobieramy; oraz

¢ informacje, ktére mozemy otrzymywac od podmiotéw zewnetrznych (zazwyczaj w celu zapobiegania oszustwom i zapewnienia
uzytkownikowi i innym osobom bezpieczeristwa podczas korzystania z naszych Ustug), przechowujemy przez rok, chyba ze
uzytkownik naruszyt nasz Regulamin, wéwczas bedziemy je przechowywac przez pie¢ lat.

Jesli bedzie to wymagane przez prawo, bedziemy przechowywac¢ dane osobowe uzytkownika w zakresie niezbednym do wypetnienia
naszych obowigzkéw prawnych, w tym monitorowania, wykrywania i zapobiegania oszustwom, a takze wywigzywania sie z
obowigzkéw podatkowych, ksiegowych i sprawozdawczosci finansowej.

Szczegoétowe informacje na temat konkretnych podstaw prawnych i celéw naszych dziatan zwigzanych z przetwarzaniem danych
mozna znalez¢ w ponizszej tabeli, w ktdrej opisano zbierane przez nas dane, cele ich wykorzystania i jak dtugo dane sg
przechowywane.

Prawa uzytkownika

Dane uzytkownika nalezg do uzytkownika i uwazamy, ze uzytkownik powinien by¢ w stanie tatwo egzekwowac swoje prawa w
dowolnym momencie. Podczas korzystania z naszych Ustug, uzytkownik moze zawsze:

e dowiedzie¢ sie wiecej o przetwarzaniu danych za pomoca materiatéw pomocniczych dostepnych tutaj lub kontaktujac sie z
naszym Biurem Ochrony Danych tutaj;


http://www.toolsforhumanity.com/processors
http://www.toolsforhumanity.com/processors
https://www.toolsforhumanity.com/legal/user-terms-and-conditions

e uzyskac¢ dostep do swoich danych osobowych lub uzyskac ich kopie tutaj;
e sprostowac swoje dane osobowe tutaj;

e usung¢ swoje dane osobowe, przechodzgc do ustawien, klikajgc ,Prywatnosc i prawo” i wybierajgc opcje usuniecia danych
opcjonalnych lub usuniecia catego konta; oraz

e wycofac¢ swojg zgode na przetwarzanie danych, ktére odbywa sie na podstawie zgody uzytkownika, lub wyrazi¢ sprzeciw
wobec przetwarzania na podstawie prawnie uzasadnionych intereséw, w tym zgdac ograniczenia przetwarzania poprzez
przejscie w aplikacji World App do ustawien w czesci ,Prywatnosé i prawo”.

Uzytkownik moze skorzystaé z przystugujagcych mu w odniesieniu do aplikacji World App praw, klikajgc w ustawieniach czes$¢
,Prywatnosc¢ i prawo”; wiecej informacji na temat usuwania mozna znalez¢ w tym artykule w naszym Centrum pomocy.

Ogolne

Przestrzegamy ram ochrony danych osobowych UE-USA (Data Privacy Framework, DPF), aneksu do ram ochrony danych osobowych
UE-USA w sprawie Wielkiej Brytanii oraz ram ochrony danych osobowych Szwajcaria-USA (Data Privacy Framework, DPF) okreslonych
przez Departament Handlu USA. PoswiadczyliSmy przed Departamentem Handlu USA, Ze przestrzegamy zasad programu Ramy
ochrony prywatnosci UE-USA (Zasady DPF UE-USA) w odniesieniu do przetwarzania danych osobowych otrzymywanych z Unii
Europejskiej w oparciu o DPF UE-USA oraz z Wielkiej Brytanii (i Gibraltaru) w oparciu o aneks DPF UE-USA w sprawie Wielkiej Brytanii.
PoswiadczyliSmy przed Departamentem Handlu USA, ze przestrzegamy zasad programu Ramy ochrony danych Szwajcaria-USA
(Zasady DPF Szwaijcaria-USA) w odniesieniu do przetwarzania danych osobowych otrzymywanych ze Szwajcarii w oparciu o DPF
Szwajcaria-USA. W przypadku rozbieznosci pomiedzy postanowieniami niniejszej Polityki prywatnosci i Zasadami DPF UE-USA lub
Szwajcaria-USA, Zasady te majg znaczenie nadrzedne. Aby uzyska¢ wiecej informacji na temat Ram ochrony danych (DPF) i zapozna¢
sie z naszg certyfikacjg, nalezy odwiedzi¢ strone internetowg poswiecong ramom ochrony danych.

Aby korzystac¢ z naszych Ustug, uzytkownik musi co najmniej osiggng¢ petnoletnios¢ w swoim kraju (minimalnie 18 lat). Ochrone oséb
niepetnoletnich traktujemy bardzo powaznie — w przypadku podejrzen, ze osoba ponizej 18 roku zycia korzysta z naszych Ustug,
prosimy o niezwtoczny kontakt za posrednictwem naszego Portalu prywatnosci lub kanatéw okreslonych powyzej.

Niniejsza Polityka prywatnosci moze by¢ przez nas aktualizowana w dowolnym momencie, jednak jesli zmiany wptyng na prawa
uzytkownika, uzytkownik zostanie o tym powiadomiony z wyprzedzeniem. Jesli nastepnie uzytkownik nadal bedzie korzystat z naszych
Ustug, bedzie to réwnoznaczne z zaakceptowaniem naszej zaktualizowanej Polityki prywatnosci.

Jak sie z nami skontaktowac?

W przypadku pytan dotyczgcych niniejszej Polityki prywatnosci lub innych pytan dotyczgcych danych mozna sie z nami w dowolnym
momencie skontaktowaé. Zawsze mozna skontaktowa¢ sie z naszym Inspektorem Ochrony Danych, Julian Moore, pod adresem
dpo@toolsforhumanity.com lub wysytajac list na adres: DPO, Tools For Humanity Corporation, 650 7th St, San Francisco, CA 94103,
USA.

Jesli uzytkownik mieszka w Stanach Zjednoczonych lub w innym kraju poza Unig Europejskg, obszarem EFTA lub Wielkg Brytanig,
administratorem danych odpowiedzialnym za jego dane osobowe jest Tools for Humanity Corporation, z siedzibg pod adresem 650 7th
St, San Francisco, CA 94103, Stany Zjednoczone.

Jesli uzytkownik mieszka w Unii Europejskiej, na obszarze EFTA lub w Wielkiej Brytanii, administratorem danych odpowiedzialnym za
jego dane osobowe jest Tools for Humanity GmbH, z siedzibg pod adresem August-Everding-StralRe 25, 81671 Monachium, Niemcy.

Uzytkownik ma prawo zgtosic¢ watpliwosci dotyczgce praktyk w zakresie danych, kontaktujgc sie z lokalnym organem nadzorczym lub
organem nadzorczym sprawujgcym nadzoér nad TFH GmbH - Bawarskim Organem Ochrony Danych (“BayLDA"), korzystajac z danych
kontaktowych podanych na stronie internetowej organu.

ZALACZNIK | - Podstawy prawne/cele przetwarzania danych przez Tools for Humanity


https://support.world.org/hc/en-us/articles/35604793518995-What-happens-with-my-data-after-deletion
https://www.dataprivacyframework.gov/
https://tfh-privacy.zendesk.com/hc/en-us/articles/32541191197971-Data-Deletion-Request-Form
mailto:Dpo@toolsforhumanity.com
https://www.toolsforhumanity.com/legal/data-processing-activities
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