
Tools for Humanity سياسة الخصوصية لشركة
World App ويُشار إليها فيما يلي باسم "الشركة" أو "نحن"( لبياناتكم عند استخدام تطبيق( Tools for Humanity Corporation ح سياسة الخصوصية الماثلة كيفية معالجة شركة توضّ

ر، ونؤكد التزامنا التام بعدم بيع بياناتكم الشخصية تحت أي ظرف كان. ومواقعنا الإلكترونية وخدماتنا )ويُشار إليها مجتمعةً باسم "الخدمات"(. لقد حرصنا على صياغة هذه السياسة بأسلوب مُيسّ

وية World ID، فإن الأحكام الواردة في القسم الأول من هذه السياسة تنطبق عليكم مباشرةً. رتها الشركة لأغراض التحقق من هُ فإن كنتم تستخدمون World App أو أحد أجهزة Orb التي طوّ
وية World ID أو تخزينها أو تجدر الإشارة إلى أن شركات أخرى قد تقوم بتطوير تطبيقات )ويُشار إليها فيما يلي باسم "التطبيقات المتوافقة"( أو أجهزة Orb متوافقة، تُمكّن الأفراد من إنشاء هُ

التحقق منها أو استخدامها.

World ID التحقق من هوية

التحقق من الطبيعة البشرية

د التحقّق من التفرّ

Orb والتحقق منها باستخدام جهاز World ID وية هُ

وية World ID؟ ما هي هُ

لم يَعُد الإنترنت كما عهدناه سابقاً. فقد غدت منصات التواصل الاجتماعي مُكتظةً بالروبوتات الآلية. وأضحت تقنيات التزييف العميق )Deepfakes( تُغذّي انتشار الأخبار المُضلِّلة. حتى
م في الألعاب الإلكترونية أمام روبوتات، أو نتفاعل مع حسابات اء ملايين الروبوتات التي تتصفح محتواها. حين نُهزَ إنّ موسوعة ويكيبيديا باتت تُكابد عبء تكاليف الخوادم الباهظة جرّ

وهمية في تطبيقات المواعدة، نُدرك بجلاء كيف يتحول الإنترنت مع صعود الذكاء الاصطناعي - إذ نشهد تلاشي العنصر البشري في تفاعلاتنا الرقمية لصالح الآلة. ولمجابهة هذه
المعضلة، شرعت المنصات الإلكترونية في فرض متطلبات تحقق من الهوية، بل أخذت بعض الحكومات تفكّر في إلزام الأفراد باستخدام أسمائهم الحقيقية عند الولوج إلى الفضاء الرقمي.

أما نحن فنرى ثمة سبيلاً أفضل لإنقاذ الإنترنت. سبيلاً لا يقتضي منكم الإفصاح عن هويتكم الحقيقية. ولذا، نُساهم في تطوير بنية تحتية لهوية رقمية مُجهّلة، مملوكة للجميع - تُعرف باسم
.World ID

كيف تعمل هذه الهُوية؟

بوسعكم إنشاء هوية World ID وتخزينها باستخدام أحد التطبيقات المُتوافِقة. وبمجرد إنشاء هويتكم وتخزينها، يغدو بإمكانكم التحقق منها وفقاً لاحتياجاتكم.

World ID إنشاء هوية

دُّ بمثابة المفتاح السري لهوية World ID الخاصة بكم. ويظل هذا المفتاح السري تبدأ العملية بتثبيت تطبيق مُتوافِق على هاتفكم المحمول. يتولى التطبيق تلقائياً توليد رقم عشوائي يُعَ
محفوظاً على جهازكم المحمول ولا يُكشَف عنه لأي طرف آخر مهما كان.

للتحقق من هوية World ID، يتعين عليكم تحديد موعد مع جهاز Orb. يضطلع جهاز Orb بالمهام الآتية: التقاط صور لوجهكم وعينيكم؛ وتحليل هذه الصور للتثبت من الطبيعة البشرية

دة؛ ثم توليد شفرة قزحية العين؛ وإخفاء هوية هذه الشفرة؛ وتشفير الصور وشفرة قزحية العين والبيانات مجهولة المصدر وإرسالها إلى هاتفكم؛ ومن ثم محو كافة تلك البيانات نهائياً المتفرّ
.Orb اعرف المزيد عن جهاز .Orb من ذاكرة جهاز

أولاً، تُجري الشبكات العصبية المُدمَجة في جهاز Orb تقييماً للصور الملتقطة للتحقق من أن الشخص الماثل أمامها إنسان حي، وذلك بغية صدّ محاولات الاحتيال باستخدام صور مُزيَّفة
بتقنية التزييف العميق أو صور معروضة على شاشة.

دكم. ولهذه الغاية، يُولِّد جهاز Orb الخصائص البيولوجية المميّزة من صور العين لإنشاء شفرة ثانياً، نتحقق من عدم قيامكم مسبقاً بالتحقق من هوية World ID - بما يكفل ضمان تفرُّ
د الخصائص البيولوجية المميّزة للقزحية. ويجري بعد ذلك إخفاء هوية شفرة القزحية باستخدام عملية قزحية. وتتألف شفرة القزحية من سلسلة قوامها 12,800 من الأصفار والآحاد تُجسّ
تشفير تُعرف باسم "التشفير المتماثل" )Homomorphic Encryption(، تُنفَّذ من خلال تقنية Shamir Secret Sharing ضمن بيئة "الحوسبة متعددة الأطراف المجهّلة"
د عبر )Anonymous Multi-Party Computation – AMPC(. اعرف المزيد عن "الحوسبة متعددة الأطراف المجهّلة" - AMPC. وعقب إخفاء الهوية، يتم التحقق من التفرُّ
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الحيازة

المقارنة التشفيرية لأجزاء "مجهّلة" مع قواعد بيانات ضخمة تحتوي على أجزاء مماثلة لا يمكن ربطها بأشخاص محدّدين، وذلك بغرض التأكد من عدم تكرار الرمز ومن ثم التحقق من
د. التفرّ

تخضع الصور، ورمز قزحية العين، وأجزاء "الحوسبة متعددة الأطراف المجهّلة" لتوقيع وتشفير مُحكمين باستخدام تقنيات التشفير المعتمدة، بما يضمن نقلها وتخزينها على هاتفك المحمول

بأقصى درجات الأمان. وبعد إتمام هذه العملية، تُحذف البيانات المذكورة حذفاً نهائيًّا من جهاز Orb. وهذا يعني أنكم وحدكم تحتفظون بنسخة من بياناتكم الشخصية. اعرف المزيد عن

الحيازة الشخصية. يمكنكم استخدام الصور المخزنة على هاتفكم لأغراض المصادقة بالوجه؛ إذ تُجري المصادقة بالوجه مطابقة بين صورة ذاتية لوجهكم والصور الموقَّعة تشفيرياً التي

التقطها جهاز Orb للتأكد من أنكم المالك الشرعي لهوية World ID. كما تجري عملية المصادقة بالوجه بالكامل على هاتفكم. اعرف المزيد عن المصادقة بالوجه.

كيف يتم إخفاء هوية البيانات؟

ب بها الأجزاء المجهّلة تتسم عملية التشفير إلى أجزاء مجهّلة بطابع العشوائية – فحتى لو حاولتم التحقق مرتين، ستكون الأجزاء مختلفة تماماً في كل مرة. وتتيح الطريقة الخاصة التي تُحسَ
د، دون الكشف عن أي معلومات إضافية. يجري تخزين هذه الأجزاء المجهّلة لدى جهات أكاديمية ومؤسسية مشهود لها بالموثوقية العامة، بما يضمن إمكانية استخدامها للتحقق من التفرّ
د. وبذلك، لا تُحفظ أية بيانات شخصية لدى أي طرف من المشاركين في بروتوكول World أو المتعاونين معه، ولا عدم إعادة تجميعها أو استخدامها لأي غرض آخر سوى اختبار التفرّ
تُتاح لأي طرف آخر.

World ID وية استخدام هُ

في حال نجاح عملية التحقق عبر جهاز Orb، تُضاف قيمة التجزئة )hash( الخاصة بالمفتاح السري لهوية World ID )وهو رقم عشوائي( إلى القائمة العامة لقيم تجزئة هويات

مِعت على جهاز Orb. وعند استخدامكم لهوية World ID، تُثبتون من هاتفكم أن لديكم المفتاح السري لهوية World ID المُتحقَق منها، دون معرفة هويتكم قط، أو ماهية البيانات التي جُ
،)Zero-Knowledge Proof - ZKP( المطابق لإحدى قيم التجزئة في شجرة التجزئة دون الكشف عن أيها بالتحديد. ويُستخدم في ذلك ما يُعرف بإثبات المعرفة الصفرية World ID
ل المُعاملات" )nullifier hash( المرتبط بذلك الاستخدام تحديداً، ويُعد بمثابة هوية الذي يتيح التحقق دون الإفصاح عن المُعرّف المستخدم. وتولّد هذه التقنية ما يُعرف باسم "مُعطِّ

World ID مؤقتة ومُخصصة لذلك الإجراء فقط. وبذلك، يُمكنكم استخدام هوية World ID دون الكشف عن هويتك. فحتى إن استخدمتم هوية World ID لدى خدمتين مختلفتين، وحاولتا
ل المُعاملات، فلن تتمكنا من تحديد هويتكم. علماً بأن هذه التقنية لا تمنع الجهات المذكورة من استخدام وسائل تعقب أخرى تعتمدها المنصات الرقمية تقليديًّا، لكنها الربط بينكم عبر مُعطِّ

تُسهم بمرور الوقت في الحدّ من التتبع عبر الإنترنت. اعرف المزيد عن تقنيات إثبات المعرفة الصفرية.

البيانات الشخصية التي نجمعها ونستخدمها

ل على بيانات شخصية من أطراف أخرى. كما هو موضح أدناه، يمكنكم نجمع بياناتكم الشخصية عند تقديمها إلينا مباشرةً، وكذلك عند استخدامكم لخدماتنا. وفي بعض الحالات المحدودة، قد نتحصّ
الوصول إلى بياناتكم الشخصية أو تصحيحها أو حذفها في أي وقت.

البيانات الشخصية التي تُقدّمونها إلينا

.World App يُعد تقديم البيانات المدرجة في هذا القسم اختياريًّا، ويمكنكم تعديلها أو حذفها في أي وقت من خلال إعدادات تطبيق

يمكنكم إضافة رقم هاتفكم إلى حسابكم في تطبيق World App، وذلك لتسهيل تواصلكم مع معارفكم الذين يستخدمون الخدمة. كما يمكنكم استخدام رقم الهاتف لاستعادة النُسخ
الاحتياطية والاستفادة من نظام الإحالة لدينا )انظر إحالات الشراكة لدينا(.

يمكنكم مزامنة جهات اتصالكم مع تطبيق World App. يتيح ذلك لكم معرفة أي من جهات اتصالكم قد أضافت رقم هاتفها إلى تطبيق World App حتى تتمكنوا من الاتصال
ن جهات اتصالكم. والتفاعل معهم بسهولة أكبر. علماً بأننا لا نخزّ

.World ID يمكنكم إنشاء اسم مستخدم، وتعديله في أي وقت. علماً بأن هذه الأسماء ترتبط بمحافظكم فقط، وليس بهوية

عندما نطلب منكم إدخال تاريخ الميلاد، فإننا لن نقوم بتخزينه.

يمكنكم مشاركة موقعكم الجغرافي معنا للعثور على جهاز Orb بالقرب منكم وكذلك لمساعدتنا في تحديد مواقع انتشار أجهزة Orb مستقبلاً،
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ن، بل تُستخدم محليًّا على أجهزتكم فقط للتحقّق من بلوغكم السن المحدد لاستخدام الخدمات. سيُطلب منكم إدخال تاريخ الميلاد. علما بأنها لن تُخزّ

عند تواصلكم معنا لأغراض الدعم أو الاستفسار، نعالج محتوى هذه المراسلات بما قد يتضمّنه من بيانات شخصية. وفي حال تقديمكم لملاحظات عبر استطلاعات الرأي، نستخدمها
لتحسين مستوى خدماتنا.

أما الرسائل المتبادلة عبر World Chat، فلا يمكننا رؤيتها أو الوصول إلى محتواها؛ إذ تخضع هذه الرسائل والبيانات الوصفية المرتبطة بها لتشفير شامل من الطرف إلى الطرف،
ولا يمكننا فك تشفيرها أو الوصول إليها بأي طريقة أخرى. وكل ما نقوم به هو توجيه الرسائل المشفرة عبر خادمنا من مرسل الرسالة إلى متلقيها.

يمكنكم السماح لنا – بشكل اختياري – بجمع وتحليل معلومات تفصيلية إضافية حول تفاعلكم مع تطبيق World App لمساعدتنا في العثور على الأخطاء وتحسين منتجاتنا.

يمكنك اختيار تقديم بياناتكم لتحسين هوية World ID للجميع. لضمان أمن وموثوقية وشمولية هوية World ID، تتطلب النماذج التي تدعمها بيانات تدريب من شرائح بشرية متنوعة.

وبإمكانكم اختيارياً مشاركة صور جهاز Orb وصور المصادقة بالوجه للإسهام في تدريب تلك النماذج.

يمكنكم إضافة بيانات وثائق هوية رسمية مثل جواز السفر إلى تطبيق World App. وعندئذٍ، نتولى التحقق من صحة وثيقة هويتكم، ونتثبت من تطابق وجهكم مع الصورة
ثبتة على الوثيقة، ثم نقوم بتخزين بيانات وثائقكم بشكل آمن على جهازكم. علما بأنه لا يمكننا مطلقاً الوصول إلى المعلومات الشخصية المُضمَّنة في وثيقة هويتكم. الفوتوغرافية المُ

المعلومات التي نجمعها عند استخدامكم لخدماتنا

عند استخدامكم لتطبيق World App، نجمع معلومات عن اتصالكم، كعنوان بروتوكول الإنترنت )IP( ونوع المتصفح والبيانات ذات الصلة، وذلك لغايات توفير خدماتنا وتكييفها بما
ثبتة ومستوى البطارية يتلاءم مع الدولة التي تتواجدون فيها. كما نجمع بيانات وصفية إضافية عن جهازكم، تشمل دقة الشاشة ونظام التشغيل والمُشغِّل واللغة والذاكرة والتطبيقات المُ

ورقم الجهاز، وذلك لضمان عمل التطبيق بكفاءة على جهازكم وامتثاله للشروط والأحكام المعمول بها لدينا. كما نستخدم هذه المعلومات للكشف عن الاحتيال ومنعه.

نجمع كذلك معلومات إضافية بشأن تفاعلكم مع تطبيق World App لضمان عمله على النحو الذي تتوقعونه، )مثل حفظ إعداداتكم ومستوى التحقق الخاص بكم لعرض الواجهة
المناسبة(.

عند فتحكم تطبيق World App على أجهزتكم للمرة الأولى، يُنشئ التطبيق محفظةً رقمية عشوائيًّا، تتضمّن عنوان المحفظة الخاص بكم. نُعالج عنوان المحفظة المذكور تمكيناً لتنفيذ
المعاملات المرتبطة بها. يُحفَظ المفتاح الخاص المرتبط بالمحفظة على جهازكم حصراً، ولا تتوافر لنا بأي حال من الأحوال إمكانية الوصول إليه.

امتثالاً للالتزامات القانونية، ولتوفير واجهةٍ للمعاملات القائمة على تقنية البلوك تشين، نجمع نسخاً محدثة من الحالة الراهنة لشبكات البلوكتشين العامة، والتي قد تتضمّن سجلات
معاملتكم السابقة المتاحة للعموم.

ن على أجهزتكم، وتستخدمها الخدمات الإلكترونية للتعرّف على تستخدم مواقعنا الإلكترونية ملفات تعريف الارتباط. ملفات تعريف الارتباط )Cookies( هي ملفات نصية صغيرة تُخزَّ
أجهزتكم و/أو تفضيلاتكم. نستخدم ملفات ارتباط وظيفيّة لضمان عمل الموقع الإلكتروني على النحو المطلوب، وملفات ارتباط اختيارية لتحليل كيفية استخدام مواقعنا وتحسين أدائها.

للاطلاع على قائمة كاملة بملفات تعريف الارتباط وخياراتك لرفض ملفات تعريف الارتباط غير الضرورية، يُرجى الاطلاع على سياسة ملفات تعريف الارتباط لدينا.

المعلومات التي قد نتلقاها من أطراف أخرى

في حال احتجتم إلى استخدام بوابة الدعم لدينا للتحقّق من أعماركم، فإننا نطلب تأكيداً من طرف آخر - سبق له التحقق من عمركم بصورة مستقلة - يفيد بأنكم قد بلغتم على الأقل سن

الرشد المقرر في بلدكم. لا نتلقى أي معلومات أخرى من هذا الطرف الآخر.

وتوخياً لمنع الاحتيال والأنشطة غير المشروعة عبر خدماتنا، نتلقى معلومات من مزودي خدمات من طرف آخر بشأن الأجهزة ومحافظ البلوكتشين المرتبطة باحتيال محتمل و/أو نشاط
غير مشروع.

مشاركة البيانات الشخصية
داخل الشركة، يقتصر الوصول إلى البيانات الشخصية أو الاطلاع عليها على أعضاء الفريق الذين تستلزم مهامهم ذلك، وقد وضعنا ضوابط صارمة للوصول تكفل الالتزام بهذا القيد. كما نتشارك

البيانات مع بائعين ومقدمي خدمات موثوق بهم نعتمد على خدماتهم. ويشمل مقدمو الخدمات هؤلاء مزوّدي الخدمات السحابية، ومقدمي البرمجيات كخدمة، وشركات أمن تكنولوجيا المعلومات.

يُرجى الاطلاع على القائمة الكاملة لمعالجي البيانات لدينا.

كذلك قد تجري مشاركة بياناتكم امتثالاً للمتطلبات القانونية أو استجابةً للطلبات المشروعة الواردة من سلطات إنفاذ القانون. وفي حال مخالفة تصرفاتكم لشروطنا وأحكامنا، أو تشكيلها خطراً على

حقوقنا أو حقوق الآخرين، فقد نُفصح عن معلوماتكم للسلطات المختصة. لن نشارك معلوماتكم الشخصية إلا بموافقتكم أو بناءً على توجيهاتكم.

مدة الاحتفاظ بالبيانات الشخصية

https://www.toolsforhumanity.com/legal/user-terms-and-conditions
https://www.toolsforhumanity.com/legal/cookie-policy
https://support.world.org/hc/en-us
http://www.toolsforhumanity.com/processors
https://www.toolsforhumanity.com/legal/user-terms-and-conditions


بوجه عام، نحتفظ ببياناتكم الشخصية وفقاً لما يلي:

البيانات الشخصية التي تزودوننا بها، نحتفظ بها طيلة مدة استخدامكم لخدماتنا، أو إلى حين اتخاذكم قراراً بتعديلها أو حذفها.

المعلومات التي نجمعها عند استخدامكم لخدماتنا، نحتفظ بها لمدة لا تزيد عن عامين. تفاعلاتكم السابقة مع تطبيق World App )التي نحتاج إلى الاحتفاظ بها لضمان عمل التطبيق(،

نحتفظ بها طوال مدة استخدامكم للخدمات، أو إلى حين قيامكم بحذف حسابكم.

ر بصفة دائمة على البلوكتشين العام، الذي نقوم باسترجاع نسخة محدَّثة منه بصورة متكررة. بيانات المحفظة تُنشَ

المعلومات التي قد نتلقاها من أطراف أخرى )عادةً لمنع الاحتيال والحفاظ على سلامتكم وسلامة الآخرين أثناء استخدام خدماتنا(، نحتفظ بها لمدة سنة واحدة ما لم تخالفوا شروطنا،

فعندئذٍ نحتفظ بها لمدة خمس سنوات.

إذا اقتضى القانون ذلك، فسنحتفظ ببياناتكم الشخصية حسبما تقتضيه الضرورة للامتثال لالتزاماتنا القانونية والتنظيمية، بما يشمل رصد الاحتيال وكشفه ومنعه، فضلاً عن الامتثال للالتزامات
الضريبية والمحاسبية ومتطلبات التقارير المالية.

للحصول على معلومات تفصيلية بشأن الأسس القانونية المحددة وأغراض أنشطة معالجة البيانات لدينا، يُرجى الرجوع إلى المخطط أدناه، الذي يُبيِّن البيانات التي نجمعها، وأوجه استخدامها، ومدة

الاحتفاظ بها.

الحقوق المكفولة لكم

بياناتكم ملكٌ لكم، ونحن نؤمن بحقكم الكامل في ممارسة ما يتعلق بها من حقوق بسهولة وفي أي وقت تشاؤون. عند استخدامكم لخدماتنا، يحقّ لكم دائماً:

الاطلاع على مزيد من المعلومات حول آلية معالجة البيانات، وذلك من خلال المواد الإرشادية المتاحة هنا، أو من خلال التواصل مع مكتب حماية البيانات لدينا هنا

الوصول إلى بياناتكم الشخصية والحصول على نسخة منها هنا

تصحيح أية بيانات شخصية غير دقيقة هنا

حذف بياناتكم الشخصية، وذلك من خلال الانتقال إلى الإعدادات، ثم الضغط على "الخصوصية والشؤون القانونية"، واختيار حذف البيانات الاختيارية أو حذف الحساب كاملاً.

سحب موافقتكم على المعالجة المستندة إلى موافقة سابقة، أو الاعتراض على المعالجة المبنية على المصلحة المشروعة، بما يشمل طلب تقييد المعالجة، وذلك من خلال إعدادات تطبيق

World App ضمن قسم "الخصوصية والشؤون القانونية".

يمكنكم ممارسة هذه الحقوق في تطبيق World App بالنقر على "الخصوصية والشؤون القانونية" ضمن الإعدادات. ولمزيد من المعلومات حول الحذف، يُرجى الاطلاع على مقالة مركز
المساعدة هنا.

أحكام عامة

نمتثل لإطار خصوصية البيانات بين الاتحاد الأوروبي والولايات المتحدة )EU-U.S. DPF(، والامتداد البريطاني لإطار خصوصية البيانات بين الاتحاد الأوروبي والولايات المتحدة، وإطار
ته وزارة التجارة الأمريكية. وقد قمنا بالتصديق أمام وزارة التجارة الأمريكية على امتثالنا لمبادئ إطار خصوصية البيانات بين سويسرا والولايات المتحدة )Swiss-U.S. DPF( وفقاً لما أقرّ

خصوصية البيانات بين الاتحاد الأوروبي والولايات المتحدة )EU-U.S. DPF Principles( فيما يتعلق بمعالجة البيانات الشخصية المستلمة من الاتحاد الأوروبي اعتماداً على إطار خصوصية

البيانات بين الاتحاد الأوروبي والولايات المتحدة، ومن المملكة المتحدة )وجبل طارق( اعتماداً على الامتداد البريطاني لإطار خصوصية البيانات بين الاتحاد الأوروبي والولايات المتحدة. وقد قمنا

بالتصديق أمام وزارة التجارة الأمريكية على امتثالنا لمبادئ إطار خصوصية البيانات بين سويسرا والولايات المتحدة )Swiss-U.S. DPF Principles( فيما يتعلق بمعالجة البيانات الشخصية

المستلمة من سويسرا اعتماداً على إطار خصوصية البيانات بين سويسرا والولايات المتحدة. وفي حال تعارض أي من أحكام سياسة الخصوصية هذه مع مبادئ إطار خصوصية البيانات بين
الاتحاد الأوروبي والولايات المتحدة و/أو مبادئ إطار خصوصية البيانات بين سويسرا والولايات المتحدة، فإن الأولوية تكون لتلك المبادئ. لمعرفة المزيد عن برنامج إطار خصوصية البيانات

)DPF(، والاطلاع على مصادقتنا، يُرجى زيارة موقع إطار خصوصية البيانات.

ر على محمل الجد — إذا كنتم تعتقدون أن شخصاً أقل من 18 عاماً يستخدم خدماتنا، يجب ألا يقل عمرك عن سن الرشد في بلدك )ولا يقل عن 18 عاماً( لاستخدام خدماتنا. نحن نأخذ حماية القُصَّ

فيُرجى الاتصال بنا على الفور عبر بوابة الخصوصية لدينا أو من خلال القنوات المذكورة أعلاه.

يجوز لنا تعديل سياسة الخصوصية هذه في أي وقت. وإذا كانت التعديلات تمسّ حقوقكم، فسنُخطركم بها مسبقاً. ويُعدّ استمراركم في استخدام الخدمات بعد هذا التعديل بمثابة قبول منكم لسياسة
الخصوصية المُحدَّثة.

كيفية الاتصال بنا

https://support.world.org/hc/en-us/articles/35604793518995-What-happens-with-my-data-after-deletion
https://support.world.org/hc/en-us/articles/35604793518995-What-happens-with-my-data-after-deletion
https://www.dataprivacyframework.gov/
https://tfh-privacy.zendesk.com/hc/en-us/articles/32541191197971-Data-Deletion-Request-Form


إذا كانت لديكم استفسارات حول سياسة الخصوصية هذه أو أسئلة أخرى متعلقة بالبيانات، يمكنكم الاتصال بنا في أي وقت. بإمكانكم دائماً التواصل مع مكتب حماية البيانات ومسؤول حماية
DPO, Tools For Humanity Corporation, :أو بإرسال خطاب إلى dpo@toolsforhumanity.com عبر البريد الإلكتروني ،)Juiian Moore( البيانات لدينا، يانيك برايفيش

.650 7th St, San Francisco, CA 94103, USA

إذا كنتم تقيمون في الولايات المتحدة أو أي دولة أخرى خارج الاتحاد الأوروبي أو دول الرابطة الأوروبية للتجارة الحرة أو المملكة المتحدة، فإن المراقب المسؤول عن بياناتكم الشخصية هو
.7th St, San Francisco, CA 94103, USA 650 وعنوانها ،Tools for Humanity Corporation شركة

Tools for Humanity أما إذا كنتم تقيمون في الاتحاد الأوروبي أو دول الرابطة الأوروبية للتجارة الحرة أو المملكة المتحدة، فإن المراقب المسؤول عن بياناتكم الشخصية هو شركة
.August-Everding-Straße 25, 81671 Munich, Germany وعنوانها ،GmbH

إذا رغبتم في إبداء مخاوف بشأن الممارسات المتعلقة بالبيانات، فلكم الحق في القيام بذلك لدى السلطة الإشرافية المحلية أو السلطة الإشرافية الرئيسية لشركة TFH GmbH، وهي هيئة حماية
البيانات البافارية )BayLDA(، باستخدام تفاصيل الاتصال المدرجة على موقعها الإلكتروني.

Tools for Humanity ملحق - الأسس القانونية/أغراض أنشطة معالجة البيانات لدى شركة
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